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Abstract— Now a days data is very essential for every company, 

organization, business and even for any newly startup. Data helps 

to all to take important decisions related to their growth. When 

the size of data is increases beyond the limit.When it becomes so 

large that it is very difficult to manage by the traditional  

database software. Then we called it Big Data. Big Data deals 

with unique computational, scalability, storage and processing 

challenges. Big Data manage the huge amount of data, store it 

and further process that data in a very efficient manner. So that  

a valuable information can be retrieved from that huge data to 

take any decision. Even then many organizations are not using 

Big Data because there are some issues and challenges which  

have to be addresses. In this paper, we discussed major available 

issues and challenges in Big Data. We also discussed some 

methods to deal with them. 
 

Index Terms— synthetic polymer. 
 

I. INTRODUCTION 

Big data is usedto store data just like old method like MYSQL, 

SQL& many more. It is more fast & useful than previous 

language. Manipulation rate is fast and easy to manage. 

According to Gartner- “Big data is high volume high velocity 

and high variety (structure, unstructured, semi structure) 

information assets that requires a new form of processing to 

enable enhanced decision making,insight discovery and 

process optimization. Big data is too big, too fast, and too hard 

for existing technology. Too big means data base of size more 

than Peta Byte (1000 Tera-Byte). Too fast means quick 

processing of its requests, too hard means there is no existing 

tool which is capable of fulfilling all the types of requirement 

(storage and processing) of big data. [1] 

The term “Big Data” is related with managing (manipulating) 

high amount of data exist in digitalized form that is collected 

by various companies or organization. For making record so 

they can easily track their operation. In previous few year 

growth rate of data is increasing very fast it’s increasing with 

growth rate of 40% per year that is very high growth rate. We 

have to do something to for manage it. In 2012 about to 

zettabyte 1021 byte. In 2020 it will be nearly equal to 45zb. As 

shown in fig. 

Every day we are creating 2.6 Exabyte data 

is growing at a 40% compound annual rate nearly45zb in 2020. 

. 

 

 

Fig. 1 Data generation in various years 

This is not a specific technology. It is a collection of attributes 

and capabilities. Big data can be described by[2][3] 

a. Volume 

b. Variety 

c. Velocity 

d. Veracity 

e. Volatility 

 
A. Volume 

In today’s scenario rate of the generation data is too much fast. 

Not only human but also machine is also generating the data. 

Examples are sensor, machine, network, ecommerce data, 

human interaction with system like social networking site all 

these are generating the huge amount of data. Facebook 

generate data in bulk. 

On Facebook [5] [6] 

Over 4 million post are posted at every minute that is 250 

million post every hour,1,00,000 friend request made on 

Facebook every minute, Facebook support 140 language, 890 

people login there Facebook account daily. [4] 

 

1) On Vine 

That is not part of Facebook’s empire but still produce huge 

amount of data, 17,000 videos are played on vine every second 

also produces high amount of data. 
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2) Twitter 

Twitter is second largest social networking site that also 

generate the data in bulk like, Approximate 60000 tweets are 

tweeted each second. [5] 

Tinder 

Tinder users swipe 10000 matches per second. 

 

3) Pinterest: 

Over 10000 pics are pined each second, there are 146 million 

fashion brands on Pinterest, over 176 million Pinterest 

accounts have been registered. 

 

4) Instagram: 

Instagram Reports 90 Million Active Monthly Users, 8,500 

Likes Per Second, 1000 comment per second, 6 million photo 

per minute,1,000 Comments Per Second, Instagram currently 

has more than 430 million active users 

 

5) LinkedIn 

25 million profiles are viewed every day, more than 3 user 

signup every second on LinkedIn, there are 300 million people 

user on LinkedIn, Average users spend 17 minutes on LinkedIn 

per month. 

 

6) YouTube 

YouTube has 1,300,000,000 active users, 5 hour videos are 

uploaded to YouTube every second,60000 videos are watched 

every second on YouTube, the average number of mobile 

YouTube video views per day is 1,000,000,000. [6] 

 
B. Variety 

 
Variety refers for various type of data that is generated by 

different type of resources like sensor, ecommerce data, 

photos, audios,videos, email, pdf, that data may be structured 

or unstructured, we have to store all type so we are going to use 

big data that is able to do it. Big data is the proper solution of 

many type of problems that traditional medium have for storing 

data. [7] 

C. Velocity 

Velocity refer for the speed of generation of data & its 

processing to achieve the demand. Velocity deals with data rate 

at which data processed in various sources like business 

process, machine, network, social media sites like facebook, 

twitter, mobiles devices and etc. Data flow is large and 

continuous in manner. [8] 

Researcher& organization management people need this real 

time data for operating theirorganization, because real time 

data is very useful for them to operate organization. [9] 

 
D. Veracity 

Data should be accurate as much as possible, just because 

inaccurate data may lead us in direction of our decay. 

Maintaining accuracy in data is the biggest challenges. Because 

if that is not accurate that will be very harmful for. Suppose if 

Flipkart is not having accurate information about the stoke they 

are still selling that product while that product is out of stock it 

happensjust because of inaccurate data that can harm 

company’s reputation too. No one wantsto destroy their 

ownreputation because this may lead them for loss. [10] [11] 

 
E. Volatility 

What is the duration of data, it stored at server is known as 

volatility in Big data. After how much time, data will not be 

available to use to analysis or to mining. Big Data deals with 

many real time issues like volume, variety and velocity of the 

data. There may be so many source of data with different 

formats. [12] 

 

II. APPLICATION OF BIG DATA 

1.Understanding and Targeting Customers in E- commerce 

E commerce is a very vast and main area big data use today. 

Big data help in e commerce to understand the customer’s 

needs& there requirements, it also help for targeting the 

customer for which companies are going to make the products, 

when we get to know who is going to use their productsand 

then they start making the products as per their customer’s 

needs to enhance their profit and revenue. 

 

2. Performance Optimization and Improving Health using smart 

devices 

Not only government and companies but we as an individual’s 

now can be benefited from the data that wearable device use 

and then produce the result.. All these collect the data & help 

us to improve our health. [13] [14] 

 

Ex. Jawbone is an armband that track our sleeping hours, 

calorie consumption & send that information to their server & 

according to your data give you feedback what should you do 

or not. They are giving you feedback because they have the lots 

of data & by the help of that data they are able to give you 

feedback. Each night the collect the data that is equivalent to 

approximate 60year. For storing such huge data, we use the  

big data to store all this information. All these data help us to 

improve our health by previous data record. 

3. To make smartCities 

Big data is used to improve many aspects of our daily life our 

surroundings as well as cities and countries where we live. 

For example, it allows cities to optimize traffic based on real 

time traffic information as well as social media and weather 

data. A number of cities are currently piloting big data 

analytics with the aim of turning themselves into Smart Cities, 

where all the needful things can be implement to ease our daily 

life. Where you can check the status of a bus with available 

seats, route and fare details also. [19] 

Another example of the city of Long Beach, California, where 

they are using smart water meters to detect illegal watering in 

real time and have been used to help some homeowners cut 

their water usage by as much as 80 percent. That's vital when 

the state is going through its worst drought in recorded history 
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and the governor has enacted the first-ever state-wide water 

restrictions. [17 [18] 

 

4. Improving Security and Law Enforcement 

Big data improves the various security features. We all know 

as our Indian government uses also uses the data to track 

criminal record & mitigate crime. [22] 

 

For such polices our government start making Adhar card. By 

that Adhar card they can easily identify the criminal because 

they have finger print of all Indian & other information so they 

can control the crime & make our country safer. 

 

5. Improving Science and Research 

Big Data bring the various new possibilities by which Science 

and research is currently transforming. Which is very helpful to 

discover the new things. Before that it was very tuff to process 

and analysis the huge amount of data of various formats but 

now with the help of Big Data it is easy to work on this. [15] 

for example, CERN, the nuclear physics lab with its Large 

Hadron Collider, the world's largest and most powerful particle 

accelerator. Experiments to unlock the secrets of our universe - 

how it started and works - generate huge amounts of data. 

The CERN data center has 65,000 processors to analyze its 30 

petabytes of data. [16] 

 

6. Understanding and Optimizing Business 

It is very necessary to understand the the need of the business 

and then optimize the process so that the production and profit 

both can be increased by using technologies. The process of 

production how much they need to manufacture and how much 

they need to cut the production. All these decisions are made 

on the basis on previous data. They also analyze the supply 

chain & use the sensor to track goods & delivery vehicles & 

optimizing the route by using live traffic data. [20] 

 

7. Improving Sports Performance 

Now a days many sports are using big data analytics.There are 

many smart devices that are track our various activities, get 

various data from sensors attached to the smart devices and 

provide feedback , result to us so that we can easily maintain 

good health and help to improve the game performance. [21] 

We have the IBM SlamTracker tool for tennis tournaments; 

we use video analytics that track the performance of every 

player in a football or baseball game, and sensor technology in 

sports equipment such as basket balls or golf clubs allows us to 

get feedback (via smart phones and cloud servers) on our game 

and how to improve it. 

One of the really cool new things I have come across is a smart 

yoga mat sensors embedded in the mat will be able to provide 

feedback on your postures, score your practice, and even guide 

you through an at-home practice. [23] 

 

8. Optimizing Machine and Device Performance 

Big data analytics help machines and devices become smarter 

and more autonomous. For example, big data tools are used to 

operate Google's self-driving car. The Toyota Prius is fitted 

with cameras, GPS as well as powerful computers and sensors 

to safely drive on the road without the intervention of human 

beings. We can even use big data tools to optimize the 

performance of computers and data warehouses[7] [8]. 

Xcel Energy initiated one of the first ever tests of a " smart 

grid" in Boulder, Colorado, installing smart meters on 

customers' homes that would allow them to log into a website 

and see their energy usage in real time. The smart grid would 

also theoretically allow power companies to predict usage in 

order to plan for future infrastructure needs and prevent brown 

out scenarios[8] [9]. 

In Ireland, grocery chain Tesco’s has its warehouse employees 

wear armbands that track the goods they take from the shelves, 

distributes tasks, and even forecasts completion time for a 

job[11]. 

 

III. REASON TO USE BIG DATA 

A. It handles a petabyte of data or more 

B. It has distributed redundant data storage 

C. Can leverage parallel task processing 

D. Can provide data processing (MapReduce or 

equivalent) capabilities 

E. Has extremely fast data insertion 

F. Has central management and orchestration 

G. Is hardware agnostic 

H. Is extensible where its basic capabilities can be 

augmented and altered. 

 

IV. ISSUES & CHALLENGES USING BIG DATA 

Nothing is perfect each and every thing have their own merit 

and demerit(pros and cons) so big data also have their own. 

Some of them are given below with their possible solution 

 

A. Storage issues 

Can you imagine how much amount of data is generated daily? 

Hard to say isn’t it? But according to 2015 big data info 

graphic contributed by Ben Walker of Voucher Cloud, around 

2.5Quintillion (1018byte) [8] 

Such high amount of data is able to fill 10 million Blue ray 

disk. If we stacked all these disc, then its height is 4 time more 

than Eiffel tower. Generation rate of data is too much fast in 

1992 that was 100 Gb per day but in 1997 this become 100Gb 

per hour. In 2013 it become 28,875 Gb per hour, Experts said 

that by 2018 rate if generation of data will be 50,000 Gb per 

second [9] [10]. For storing such high data is not an easy task. 

[24]. 

 

1) Solution for storing the data 

A team of researchers at France’s Institute Charles Sadron and 

Aix-Marseille University has succeeded in coding binary data 

into the strand of a synthetic polymer, a minuscule chain of 

chemical information about 60,000 times thinner than a strand 

of hair. and capability to store 1 zettabyte of information in just 

10 grams of matter.[11] [6] [9] 

Right now, storing one zettabyte (1 billion terabytes) takes 

roughly 1000 kilograms of cobalt alloy, the material used in 
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hard drives. A zettabyte of synthesized polymer would be 

about 10 grams. 

 

B. Security 

One of the biggest challenges with data is data security. 

Suppose if someone unauthorized get the confidential 

(credential) data like bank account data, atm pin, nuclear 

weapon data etc. that will be more devastating 

consequencesbecause that person& firm with their dangerous 

intention they can harm us too badly. So privacy & security 

should we high. [25] 

Almost all data security issues are caused by the lack of 

effective measures provided by antivirus software and 

firewalls. These systems were developed to protect the limited 

scope of information stored on the hard disk, but Big Data goes 

beyond hard disks and isolated systems. Major nine Big Data 

Security Challenges[26] 

• In Big Data Most distributed systems computations have only 

a single level of protection, which is not recommended. 

• Non-relational databases (NoSQL) are actively evolving, 

making it difficult for security solutions to keep up with 

demand. 

• Automated data transfer requires additional security 

measures, which are often not available. 

• When a system receives a large amount of information, it 

should be validated to remain trustworthy and accurate; this 

practice doesn’t always occur, however. 

• Unethical IT specialists practicing information mining can 

gather personal data without asking users for permission or 

notifying them. 

• Access control encryption and connections security can 

become dated and inaccessible to the IT specialists who rely on 

it. 

• Some organizations cannot – or do not – institute access 

controls to divide the level of confidentiality within the 

company. 

• Recommended detailed audits are not routinely performed on 

Big Data due to the huge amount of information involved. 

• Due to the size of Big Data, its origins are not consistently 

monitored and tracked. [8] 

 

C. Processingissue in Big data 

Data generation rate is too much fast as we earlier discussed by 

2018 it will be approximate to 50,000 Gb per Second at that 

time processing speed will be a major issue, how we will 

manage such huge data in just 1 second. We really need an 

advance system that will help us in such fast processes. 

D. Privacy in Big Data 

One of biggest challenges not only for this particular 

technology but for all technology is privacy. Data should be as 

much secure as possible so it not going to be decrypt easily & 

hence our data will be remaining secure if anyone get our data. 

[27] 

1) e.Redundancy 

Data redundancy is also a major issue. In this situation same 

data is stored in data base more than one time. This increase 

the size of database and slow down the processing speed also 

some time create problem like if we update our information at 

one place and accidently pick redundant data from other place 

it may lead dangerous result, also generate inconsistency. 

Redundancy may occur accidently. We have to avoid such type 

of situation for better use data base. [28]. 

 
 

CONCLUSION 

The amount and variety of data is growing very rapidly 

because of sudden increase of the social sites, search engines, 

multi media sharing sites, various stock exchange trading  

sites, online gaming , online survey sites, and various news 

Sites and so on. Big Data is becoming the very popular 

research area for scientific data research and for business 

applications. 

 

Big data analysis helps companies, organizations, government 

agencies to take better decisions, to predict and to identify  

new opportunities in their business. In this paper we discussed 

about the issues and challenges related to big data which helps 

organizations to better understand their customers and the 

marketplace and to take better decisions and also helps 

researchers and scientists to extract useful knowledge out of 

Big data. In addition to that we introduce some solution for the 

existing issues and challenges. SO that number of users will 

increase. That will help also to the research scholars to choose 

the best upcoming research are for their work. 
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